NMopkntovyeHne K cetu ¢ nomoulbio EAP-TLS Ha APM nopg ynpasieHnem OC
MCBCdepa 9.x n 10.x

Onsa nogknoyeHnsa APM k ceTtun, ynpasnsemoin AxelNAC, HeobxoaMMo BbINYCTUTbL cepTUdMKaT Nonb3oBaTesns B popmaTe .pfx, B
cybbekTe KOTOPOro Ao/mKeH bbiTb YKa3aH aTpubyT Common name (CN) B chbopmaTe uMa@ob6nactb ans Toro, 4Tobbl AxelNAC
onpenensn nNosb3oBaTens 4epes AaHHy 0b6nacTb.

Mocne Toro Kak cepTudukaT Obin BbiNyLeH, A8 TOro 41obbl ero uMnopTuposaTb Ha APM 1 HaCTPoUTb COeANHEHNE, BbIMOJIHNTE
cnepylowme waru:

LWar 1. CkonupynTte B OC MCBCdepa n pasfenmte KOHTENHep cepTuduKaTa ¢ paclwumpeHnem .pfx Ha oToenbHble hannbl:
cepTuurKaT C pacllMpeHneM .cer, KoY cepTudunkaTa c pacwmpeHmnem .key (c yCTaHOBKOWN Napons) n cepTnudumkaT nin Lenoyky
LleHTpoB CepTudukaumm .cer, NCNob3ysa cnefylolme KOMaHabl:

openssl pkcsl2 -in *ums_ceptudunkaTta*.pfx -clcerts -nokeys -out *uma_ceptudunkaTta*.cer
openssl pkcsl2 -in *umsa_cepTtudukaTta*.pfx -nocerts -out *umsa_kniova*.key
openssl pkcsl2 -in *umsa_cepTtudmnkaTta*.pfx -cacerts -nokeys -chain -out *nums_uenouku_LIC*.cer

LWar 2. CkonupywnTe nony4eHHble Tpu anna B /etc/NetworkManager. 310 HeobxoauMo ans Toro, 4Tobbl cMCTEMa ynpaB/ieHNs
poctynom sgpa — SELinux pa3spewwnna goctyn ytuantel Network Manager K yka3aHHbIM charinam.

Mpun ncnonb3oBaHUM NGO NONL30BATENLCKON NAMNKK A5 XPaHEHUS CEPTUDUKATOB 1 KJOYER, Npu NoakKyYeHnn K cetn byaeT
BO3HMKaTb OLWINGKaA.

LWar 3. NMepengute B Beb-nHTepderice AxelNAC B pa3nen Kondurypauus - Hactpouku cuctemol - RADIUS -» OcHOBHoOe .
Lar 4. AkTuBupyinte napametp AyTeHTupukauumsa komnbiotepa ¢ RADIUS co BBOA,OM UMEHM NOJib30BaTeN A .

LWar 5. B nose ATpubyTbl UMEHU Nosib3oBaTena ycTaHoBUTe aTpmbyT User-Name nepsbiM B CrMCKe.

Lar 6. Haxkmnte CoxpaHuTb 1 Nepe3anycTuTe cnyxby radius-auth.

LWar 7. Ha APM nop ynpasneHunem OC MCBCdepa 3anyctute yTuanTy Network Manager v BbibepuTe HyXXHbIN MHTEpdenc.

LWar 8. HacTtponTte coeanHeHune B okHe NetworkManager: nepeignte Bo Bklaaky BesonacHOCTb, akTMBMpynTe
nepekaoyaTens besonacHocTb 802.1x 1 3anosHUTE NOA chenyowmnm obpasom:

AyTteHTudukauyusa: TLS;

MopnuHHOCTBL: MMSA Nosib3oBaTeNs (B hopmaTe Kak B CN BbiNyLLLEHHOr0 cepTudnkaTa);
CepTtudmkart CA: ceptudgukat CA;

CepTtudmkar User: ceptucukat User;

MpuBaTHbIN KN4 User: npuBaTHbIN KoY User;

Maponb npuBaTHOro Kiaw4va User: ykaxmute naposb NpuBaTHOro kto4va User.

OTMEHUTD MpoBofHoe NoAKNOYEHE | |

MoppobHocTn WpeHtndukauma IPv4 IPv6 besonacHoCTh
BesonacHocTs 802.1x ()
AyteHtndukauma TLS -
MopnnHHOCTE sfera@axeldemo.pro\ i
HomeH
Ceprudmkar CA  sferaCA.cer v |

Moka3blBaTk naponun

Ceptudukat YL, He TpebyeTca

Ceptudukat User sfera.cer -
MpvBaTHbI KoY User  sferaPass.key -
Mapont npuBaTHoOro Kntoya User  ======== -

MNokasbiBaTh naponu

LWar 9. HaxxmuTe MpUMEHUTb A1 COXPaHEHNSA HaCTPOEK.
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